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1.2

Support
Bosch Contact Information

Bosch Security Systems, Inc.
Email: Integrated.Solutions@us.bosch.com

Software House Contact Information

Software House
—  Technical Support: 1-800-507-6268 (choose option 3, then option 1)
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2

Introduction

Overview

The Bosch intrusion integration with the C<Cure 9000 application (Bosch plug-in) provides the
ability to configure and monitor Bosch intrusion panels in C<Cure 9000. You can add Bosch
panels, import panel entities, send commands to panel, configure triggers, execute panel
actions when the alarm is activated, and monitor panel events via journaling.

This User Guide provides information that is specific to Bosch plug-in for intrusion.
Features

Add / Edit / Delete Bosch panel

Connect and import panel entities (Areas/Points/Doors/Outputs)
Configure and save panel entities into C<Cure 9000

Send entity commands to panel (Area/Point/Door/Output)
Journal and monitor panel events

Configure Trigger/Actions for entities and execute actions

Bosch Security Systems
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3 Limitations

—  This integration supports only IP-based Bosch panels.

—  The Bosch panels cannot be configured/programmed remotely from C<Cure 9000. Use the
Bosch Remote Programming Software (RPS) to configure the panel remotely.

—  Bosch panel user management is not supported.

—  Bosch panel can only support 3 simultaneous remote automation connections. (Note that
one automation connection is reserved for the Bosch Intrusion Server component for
monitoring purposes. This leaves only two remote client connections).
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Installation

This section provides instructions for installing the C<Cure 9000 intrusion integration from
Bosch onto a C<Cure 9000 server or client system.

Installation Overview

Before installing the Bosch plug-in, you must first install the CeCure 9000 software on your
target machine.

Similar to the C<Cure 9000 system, the Bosch plug-in has a client and server components.

mud @

Notice!

Installation Location

You must install the Bosch plug-in in the same folder as C<Cure 9000. Also, you must have
administrator privileges to do the install. Otherwise the system displays the error message:
"The system administrator has set policies to prevent this installation."

Pre-Installation Steps

To perform the installation, you must have:

—  The appropriate Windows permissions

—  Membership in the local Administrators group or equivalent privileges

— A Bosch Intrusion integration license, procured from Software House and installed on the
C+Cure 9000 server

Installation Steps
1. Right-click the Bosch CCURE Plugin Setup.exe file.
2. Run the file in Administrator mode.
— The installation program determines if the correct version of C<Cure 9000 is installed
on your system.
— If the installed version is not the correct one, then a message is displayed stating
that a supported version of C<Cure 9000 is needed.

ﬂ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - Install5hield Wizard >

Welcome to the InstallShield Wizard for Bosch
C-Cure 9000 Video And Intrusion Plug-in

The Installshield(R) Wizard will install Bosch C-Cure 9000 Video
And Intrusion Plug-in on your computer. To continue, dick
Mext,

WARNIMG; This program is protected by copyright law and
international treaties,

Bosch Security Systems
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3. If you need only the Intrusion option, then deselect the Video option and click Next.

‘E Bosch C-Cure 3000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard >

Bosch Video / Intrusion Plugin Installation

What plugins would you like ta install?

Viden

Intrusion

Mote: At least one option above must be selected to proceed further,

Installshield

4. The Install Wizard warns that the running C<Cure 9000 services will be shut down.
Click OK to continue.

ﬁ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard *

This program will shut down any CCure 9000 services that are running.

Please did: OK to continue, or Cancel to end the program.

Installshield

Cancel

5. Browse to and select the C<CURE database server and provide the connection'
authentication details.

6. Click Next after the C-CURE database server is selected and the connection
authentication details are provided.
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ﬂ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard =

Database Server

Select database server and authentication method

Database server that you are installing to:

| APTOP-COHOEULT

{n
)

SOLEXPRES

e Browse...

Connect using:

(@) Windows authentication credentials of current user

() Server authentication using the Login ID and password below

Login ID: |sa

Password: |

Mame of database cataloa:
jacvscore
InstallShield

Browse...

7. The installer program determines if the system is a C-CURE server or a client. If installing

on a C*CURE server machine, then it displays a dialog with the Server and Client Plug-in
options to be installed.

Notice!

Default selections
Both Bosch and Software House recommend that you take the default selections during the

installation process (for example, a Server installation should include both Client and Server
options whereas on a client machine it will have only the client option).

mud @

8. Click Next.
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ﬁ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard ot

Custom Setup
Select the program features you want installed.

Click on an icon in the list below to change how a feature is installed.

Feature Description
g g -

- | Client

This feature requires 3363KE on
your hard drive,

Install to;
C:\Program Files (x38)\Tyco\Crossfire\ServerComponents),

Installshield

| Help | | Space | | < Back || Mext = I | Cancel

9. Click Install to proceed with the Plug-in installation.

‘E Bosch C-Cure 3000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard X

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to beqin the installation.

If you want to review or change any of your installation settings, didk Back. Click Cancel to
exit the wizard.

InstallShield

< Back || Install | | Cancel
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10. The Bosch Plug-in installation proceeds as shown below.

ﬂ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - Inst... — X

Installing Bosch C-Cure 9000 Video And Intrusion Plug-in
The program features you selected are being installed.

Please wait while the InstallShield Wizard installs Bosch C-Cure 9000 Video
And Intrusion Plug-in. This may take several minutes.

Status:

InstallShield

11.  Enable the checkbox Start the C<CURE 9000 Services to start the CrossFire services.
12. Click Finish to complete the installation.

Bosch Security Systems Installation and User Manual 2019-11]0.4 |
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ﬂ Bosch C-Cure 3000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard =

Installshield Wizard Completed

The Installshield Wizard has successfully installed Bosch C-Cure
2000 Video And Intrusion Plug-n. Click Finish to exit the
wizard,

[ ] Show the Windows Installer log
[ ] Start the C-CURE 9000 Services

Note: If the checkbox to start the C<Cure 9000 Services is not selected during installation,
then use the Server Configuration Application to start the CrossFire services.

Post-Installation Steps

1. From the Start Menu, select Start > All Programs > Software House >
Server Configuration to open the C-Cure 9000 Server Configuration Application.

2. Restart the CrossFire services and the Server Component Framework services.

3. Verify the license for the Bosch plug-in by running C+Cure 9000 Licensing utility on the
C+Cure 9000 server.

4. Under the Services tab, verify that the Bosch Intrusion Driver Service is listed under the
Extension Services, and then click the check box Enabled.

5. Click Start to start the Bosch Intrusion Server Component. The Bosch Intrusion Driver
Service status should change to Running (Green). This completes the post installation
steps and the Bosch C+Cure intrusion plug-in is ready to use.

Appiction
nents | Database | Setings | Backup/Resiore

Framework Services

ramework Senvice

Crossire

i
\Program Files (x88)\Tyco\Crossire
09223051

Server Component Framework Service:

owzscow

d e
\Program Files (x88)\Tyco\Crossire
09223051

ridge
les (86)\Tyco\Cre

mics Holis Driver Service.
les (86)\Tyco\Cre

sFire Report Server

sFire ISTAR Driver Service ptic jows drive

fon: C:\Program Files (88)\Tyco\CrossFire\ServerComponents

Version: 2.70922.3051

ion Windows Service for CrossFire Import Watcher
CAProgram Files (86)\Tye ire\ServerComponents

709223051

indows Service for Cr

les (85)\Tyco\Cre

2019-1110.4 |

Installation and User Manual Bosch Security Systems



Bosch C-Cure 9000 Intrusion Integration Overview | en 13

5

Overview

The Bosch intrusion plug-in needs five types of objects:

-  Panel objects

—  Area objects

—  Point objects

—  Door objects

—  Output objects

These objects are accessible through the Hardware pane. The Navigation drop-down list
includes the Bosch Panel object. This object is only available if the integration is properly
licensed with C+Cure 9000.

—  Name: Hardware pane (Existing)

BOSCH Panel
- Icon:

The Bosch Intrusion Panel Editor allows you to configure, connect, and import various objects
associated with panels. You can associate the panel object with entities (areas, points, doors,
outputs) objects, alarm objects, and server actions objects.

Bosch Security Systems
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6

Creating a Bosch Panel

1. From the Hardware navigation pane, right-click and create the folder for e.g. Bosch or a
user-defined folder.

2. Right-click the Bosch or the user-defined folder. From Bosch Panel, click New to open the
editor for creating the Bosch Panel, as in the screenshot that follows.

e .
. Hardware Tree . Search
4 Hardware
> [ Digital Certificates
> [ Boscl
- B Comp| & Edit
» [ Unasq K Delete
3%  Export selection...
Find in Audit Log...
Find in Journal...
[®] apC Comm Port »
[k iSTAR Cluster 3
[l apC Centroller 3
| iSTAR Comm Port  »
D Host Modem »
@ C.CURE Mohile 3
[E] BOSCH Panel | New
MNew Template

The Bosch Intrusion Panel Editor appears.

2019-1110.4 |
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[ Bosch Intrusion Panel Editor - u] »
E Save and Close

Description: A

] Enabled

[] Maintenance Mode
General Entties Outputs Triggers  State images
Connection Parameters Panel Capabilties

Feature Maxdimum  Actual

Panel Type: v]

O —

User Mame:  Automation
S —
Data Synchronization

| Import Entity Names | Synchronize |

3. Fill in the fields that follow:

Name

Fill in the mandatory Name field and obey the conditions that follow:

—  Maximum of 100 characters (not case-sensitive)

-  The name of the Bosch Video Server object must be unique

Note: An error message is displayed to indicate the use of a duplicate name.
The following validation rules apply to the name:

— The name of the object must be unique.

— An error message indicates that a duplicate name has been used.

—  The object name is not case-sensitive.

Description

Fill in the Description field:

—  Supports up to 500 characters

— Does not have a default value.

Enabled

The Enabled check box allows you to enable or disable the Bosch Panel for C<Cure 9000.

Bosch Security Systems Installation and User Manual 2019-11]0.4 |
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When the Bosch Panel status is marked as Disabled, the state is shown as Unknown. No
communication happens with the Bosch C+Cure 9000 drivers.

Maintenance Mode

Use the Maintenance Mode check box to limit information about the object displayed on the
Monitoring Station. By turning on, the activity associated with the object will not be shown at
the Monitoring Station. By turning off, the activity associated with the object will be shown at
the Monitoring station.

Panel Type

The Panel Type displays the supported Bosch Panels. You can select any of the Bosch
Intrusion Panel type.

~

B9512
B3512
B6512
B5512
B4512
B3n2

Panel Capabilities

The Panel Capabilities provide an overview of the Panel capabilities. The Panel capabilities are
displayed dynamically upon the selection of the Panel Type.

IP Address

The IP Address field only supports valid IP Address format for IPv4:

IPv4 - AAA.BBB.CCC.DDD

The following validation rules apply to the Bosch Intrusion Panel IP Address field:

—  The IP Address must be a valid IPv4 Address Format.

md 0

Notice!
Invalid IP Address
An error icon appears, indicating that the IP Address is invalid.

T —

The IP Address is invalid.
—  The IP Address must be unique in the C-Cure 9000 application.

md 0

Notice!
Duplicate IP Address
An error icon appears, indicating that there is a duplicate IP address.

IF Address: |10.226.131.170 (]

| A Panel with this IP Address already exists in CCURE system. Please re-enter the [P Address. h

Port

The Port edit box allows you to specify the communication port. The default value is 7700.
User Name

Note that the value in the field is not configurable. The default username is Automation.
Password

Use the Password field to configure the password used by the Bosch Panel. The default
automation password is Bosch_Auto.

Click Import Entity Names to import the entity names. By default, when configuring a new
panel, the checkbox will be turned on and not user-configurable. It will be user-configurable
only for a saved panel object in edit mode.

Note: The next chapter, "Importing Panel Data," describes how to use the Synchronize button.

2019-1110.4 |
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Click Save and Close to close the current Bosch Panel Edit dialog box and to save all changes
in the C+Cure 9000 database.
Proceed to the next chapter to import panel data.
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7 Importing Panel Data

1. Click Synchronize to do both of the actions that follow:

—  Establish a connection to the intrusion panel.

— Import the panel data/entities (Areas, Points, Doors, and Outputs) for the panel with the
IP address specified in the IP address field.

2. The label of the button changes to Cancel and the value in the field Connection State
shows as Connecting.

Note: When you click Cancel, you cancel the import operation.

D BOSCH Panel - Panel 1- 170 - O X
E Save and Close

MName: |Panel 1-170

Description: |Basch Panel 1

Enabled
[] Maintenance Mode

General Ertities Outputs  Triggers  State images

nnection Parameters Panel Capabilties

Panel Type: |B9512 Feature Maximum  Actual
Number of Areas 32

IP Address: |10.226.131.170 Number of Cameras 15

Port: (7700 2 MNumber of Doors 32

MNumber of Outputs 559

User Name: |Automation
Number of Poirts 599

Data Synchronization

Import Entity Names Connection State: | Connecting

3. After C+Cure 9000 successfully establishes connection to the panel, the value in the field
Connection State changes to Connected.

Data Synchronization
Import Entity Names Connection State: |Connected

I

4. Ce-Cure 9000 displays information or allows configuration in various tabs. The Panel Info
section of the General tab displays information about the Battery State, the Power State,
the Automation Protocol, and the Firmware of the panel. The Entities tab displays the
Areas, Points, and Doors. The Outputs tabs displays the outputs. The Triggers tab
displays common actions that are available for all entities (Panel, Area, Point, Door, and
Output). The State images tab shows the association of the panel state images with the
panel states.

2019-11 0.4 | Installation and User Manual Bosch Security Systems
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7.1

|ﬂ BOSCH Panel - Panel 1 - 170

g Save and Close

MName: |Panel1-1

70

Description: |Bosch Panel 1

Connection Parameters

Panel Type: |B9512

II

IP Address: |10.226.131.170

Port:

o

00

E

User Name: | Automation

Password:

Data Synchronization

Panel Info
Battery State: | Missing

Power State: | Nomal

Enabled
[] Maintenance Mode

General Entties Outputs Triggers  State images

Panel Capabilities

Import Entity Names

Automation Protocol: | 5.220.0

Firmware: |3.06

Feature Maximum ~ Actual
Mumber of Areas a2 10
MNumber of Cameras 16
MNumber of Doors 3z 7
MNumber of Outputs 555 56
Mumber of Paints 539 108

Entities

The Entities tab displays the panel areas, points, and doors, as in the screenshot that follows.
Note that the Points are updated dynamically based on Area selection.

In the screenshot that follows, CeCure 9000 displays only the Points associated with Area 1.
To show Points associated to Area 2, you must select Area 2 manually.

Deselect the Area to deselect all the Points associated with the Area.

Note: Double-click the header row of the first column in each grid to toggle between select /

deselect all.

Bosch Security Systems
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7.2

E Save and Close

Panel Entities

Mame:

Diescription:

Iﬂ BOSCH Panel - Panel 1- 170

Panel 1-170

Bosch Panel 1

[] Enabled
[] Maintenance Mode

General Entities  Outputs  Triggers  State images

|Area Mumber Name |Poir1t Mumber  Name

] 2 |Aeaz =] 2 |Point2
= 3 |Aeal = 3 |Point 3
] 4 |Aead ] 4 |Point 4
] 5 |Aea5 ) 5 |Paoint5
G| 6 |Aeab [ & |Paoint6
] 7 |Aea7 [} 7 |Paoint7
[} 0 Aead0 [} 8 |Point8
| 31 Aea =) 10 |Paint 10
] 32 |Meal2 ] 11| Poirt 11
] 12 |Point 12
O 13 |Paint 13
O 14 |Point 14
Door Number Name A~ & 15 |Point 15
] 2 |DOOR2Z ] 17 | Poirt 17
[} 3 |DOOR3 ) 18 |Paoint 18
G| 4  |DOOR4 [ 19 |Paint 19
[} 5 |DOORS
] 6 |DOORG
%] 7 |DOOR7 v

Outputs

The Outputs tab displays the panel outputs, as shown in the screenshot that follows.
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[E] Bosch Intrusion Panel Editor - O X
g Save and Close

Name: |Panel 1- 170

Description: |Bosch Panel 1

Enabled
[] Maintenance Mode

General Entties Outputs  Triggers  State images

Panel Outputs
Output  Number Name ~

1 |[Qutput A(1)
2 |Output B (2)
3 |OutputC (3)
1 |Output 11
12 |Qutput 12
O 13 |Output 13
14 |Qutput 14
O 15 | Qutput 15
16 |Output 16
O 17 |Output 17
O 18 |Output 18
O 19 | Output 19
21 | Output 21
22 |Output 22
O 23 |Output 23
O 24 | Output 24
O 25  |Output 25
O 26 |Output 26
O 27 |Output 27
28 | Output 28
2% | Output 29 v

7.3 Triggers

The Triggers tab displays common actions that are available for all entities (Panel, Area, Point,
Door, and Output).

Below are the Bosch Panel entity actions available for the Panel Online Status property.

Any action could be configured for the available property. These common actions are
described in detail in a separate section. Refer to section 8.0 for details.

Bosch Security Systems Installation and User Manual 2019-11]0.4 |
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7.4

Iﬂ Bosch Intrusion Panel Editor

E Save and Close

Name: |Panel 1-170

Description: |Panel 1-10.226.131.170

[] Enabled
[1 Maintenance Mode
General Entities Outputs  Triggers  State images

*= Add =4 Remove

Property Value Action Details
» | Online Status Online w

Schedule

Activate Event

Bosch Panel Area Action
Bosch Panel Door Action
Bosch Panel Output Action
Bosch Panel Point Action

State Images

The State images tab shows the association of the panel state images with the panel states.
The associated panel state image show in the Monitoring station as part of the message when

the panel state change message is reported.

2019-1110.4 |
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EJ Bosch Intrusion Panel Editor
E Save and Close

Name: |Panel 1-170

Description: |Panel 1-10.226.131.170

[ Enabled

[] Maintenance Mode
General Entities Outputs  Triggers  State images
State

Image

Unknown

Nomal

Offline

Bosch Security Systems Installation and User Manual 2019-11]0.4 |
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8 Saving Panel Data

1. Click Save and Close to save the panel configuration into C<Cure 9000. Once saved into

C+Cure 9000, the panel along with its entities appear in the tree view, as shown in the
screenshot that follows.

5 New ~ =
Hardware Tree | Search
4 | Hardware
» [ Digital Certificates
4 [ Bosch

4 [F] BOSCH Panels
4 [F] Panel 1- 170

» kg Areas

> []] Doors
> @ Qutputs

> =+ Paoints

2. Expand the Areas, Doors, Outputs, and Points folder to display the respective Areas,
Doors, Outputs, and Points that you (or another user) configured and saved.
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£l M i
| Hardware Tree | Search
4 Hardware ~
> 53 Digital Certificates
4 [ Bosch

4 [7] BOSCH Panels
4 [E] Panel 1- 170
4 B3 Lreas

Ed Areal
Ed Area2
Ed Area3
B4 Area 31
B2 Area 32

&

Qutput 11
Output 12
Output 14
Qutput 16
Output 21
Qutput 22
Qutput 28
QOutput 25
QOutput 34
Qutput 35
Output 42
QOutput 44
Qutput 51
Output 52
Output A (1)
Qutput B (2)
OQutput C (3)
4 = Points

[» == Pgint 1
[» === Pgint 10
[+ === Point 11
[

-+ Point 12 v
|

AR - - B - =]
??‘F??‘F??‘F??‘F??‘F??EEEEEE
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9 Editing a Bosch Intrusion Panel

You can edit the panel configuration by right-clicking the panel and selecting Edit.

El - | BOSCH Panel ~ & -
Hardware Tree | Search
4 Hardware
> 53 Digital Certificates
4 [ Bosch
4 [7] BOSCH Panels
&[] Panel 1-p22

I D Panel 2 - E‘? i

b D Panel 3-| )X Delete
I 53 CompanyName
I 3 Unassigned

Find in Audit Log...

Find in Journal...

Sync Panel Time
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10 Editing Bosch Entities

Every Bosch Entity has its own editor. The following are the entity editors:
-  Area Editor

-  Door Editor

—  Output Editor

Point Editor

10.1 Editing Areas

From the tree view, right-click the corresponding Area and then click Edit to display the Area
Editor, as in the screenshot that follows.

) ~ | BoschintrusionArea w s
Hardware Tree | Search
4 Hardware
1> 53 Digital Certificates
4 [ Bosch
4 [7] BOSCH Panels
4 [F] Panel 1- 170
a [ Mreas
I Ed Areatt

> A Areal |

The Bosch Intrusion Area Editor window appears. The General tab displays the Area
information. All fields in Area Info group box are read-only.

E4 Bosch Intrusion Area Editor - O X
g Save and Close

Name:

Description:

Enabled
[] Maintenance Mode

General Triggers State images

Area Info
Area Number: 1 Number of Alarms: | 1
Arm State: | Disamed Ready to Arm: |YES

Panel Name: |Fanel 1- 170

Triggers tab
The Area Triggers tab is as in the screenshot that follows.
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Ed Bosch Intrusion Area Editor - m} X

g Save and Close

Mame: |Area 1

Description:

Enabled
[] Maintenance Mode

General Triggers  State images

*= Add =4 Remove

Property Walue Action Details Schedule

p | Arm State | Disame vI ~ | |

Area Disabled
Area On

Part On Instant
Part On Del

Al On Entry Delay

Part On Entry Delay

Al On Exit Delay

Part On Exit Delay

Al On Instant Amed
ot Set

Complete any of the actions that follow:

1. Click Add to add triggers.

2. Click Remove to remove triggers.

3. Configure the Property with a Value and associate an Action that will execute when the
property state changes set to the value. (For Area, the available Property is Arm State.)
Select the available Values and Actions from the drop-down list as in the screenshot that
follows.

E& Bosch Intrusion Area Editor = O X
g Save and Close

Mame: |Area 1

Deescription:

Enabled
[] Maintenance Mode

General T1iggers  State images

*= Add =4 Remove

Property Walue Action Details Schedule
b7 | Arm State Disarmed w

Activate Event

Bosch Panel Area Action
Bosch Panel Door Action
Bosch Panel Output Action
Bosch Panel Point Action

4. Click Save and Close to save the configured triggers.

State images tab

The State images tab displays the association of the area state images with the area states.
The associated area state image will be displayed in the Monitoring station as part of the
message when the area state change is reported.
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10.2

E2 Bosch Intrusion Area Editer - O >

E Save and Close

MName: |Area 1

Description:

[] Enabled
[1 Maintenance Mode

General Triggers State images

State Image

AreaDisabled

AreaOn E‘!\
PartOninstart E‘ll

PartOnDelay

FA
Disammed E?:;L

AlOnEntryDelay

®

PartOnEntry Delay

%

AlOnExit Delay

%

PartOn Exit Delay

AlOnInstant Amed

B[ B[

Mot Set

Editing Doors

From the tree view, right-click the corresponding Door and then click Edit to display the Door

Editor, as in the screenshot that follows.

Hardware
[l] ~ BoschintrusionDoor v Ed -

Hardware Tree Search
4 Hardware
I [ Digital Certificates
4 [ Bosch

4 [7] BOSCH Panels
4 [F] Panel 1- 170
I+ b Areas
a |:[| Doors

R I

The Bosch Intrusion Door Editor window appears. The General tab displays the Door

information. All fields in the Door Info group box are read-only.
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[[l Bosch Intrusion Door Editor - O X

E Save and Close

MName:

Description:

Enabled
[] Maintenance Mode

Gereral Trggers State images

Door Info
Dioor Mumber: |1 Door Mede: | Inactive

Panel Name: |Panel 1- 170

Triggers tab
The Door Triggers tab is as in the screenshot that follows.

[l Bosch Intrusion Door Editor — O *
E Save and Close

Name: |DOCR 1

Description:

Enabled
[] Maintenance Mode

General Triggers  State images

23 Add =4 Remove

Property Walue Action Details Schedule
p | Door Mode W

Complete any of the actions that follow:
1. Click Add to add triggers.
2. Click Remove to remove triggers.
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3. Configure the Property with a Value and associate an Action that will execute when the
property state changes set to the value. (For Door, the available Property is Door Mode.)
Select the available Values and Actions from the drop-down list as in the screenshot that
follows.

[I Bosch Intrusion Door Editor = O x
g Save and Close

Name: |DOOR 1

Description:

Enabled
[] Maintenance Mode

General Triggers  State images

*= Add =4 Remove

Property alue Action Details Schedule
v | Door Mode | Inactive | w

Activate Event

Bosch Panel Area Action
Bosch Panel Door Action
Bosch Panel Output Action
Bosch Panel Point Action

4. Click Save and Close to save the configured triggers.

State images tab

The State images tab displays the association of the door state images with the door modes.
The associated door state image will be displayed in the Monitoring station as part of the
message when the door mode change is reported.
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[[l Bosch Intrusion Door Editor - O X

E Save and Close

Name: |DOOR 1

Description: ~

[~] Enabled
[] Maintenance Mode

General Triggers State images

| State Image

S

Locked —.|—
Unlocked E[]
Seaure fl
Leam fl
Missing @
Cycling E[]

10.3 Editing Outputs

From the tree view, right-click the corresponding Output and then click Edit to display the
Output Editor, as in the screenshot that follows.

Hardware
o - | BoschintrusionQutput ~ <
Hardware Tree Search

4 Hardware A
I Digital Certificates
4 Bosch
4 [7] BOSCH Panels
4 [F] Panel 1-170
- F& Areas
[» H] Doors
4 o Qutputs

| e Outprtdl

[ e Ou‘tp"l% =0 |I
The Bosch Output Editor window appears. The General tab displays the Output information.
All fields under Output Info group box are read-only.
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@ Bosch Intrusion Output Editor - O *

E Save and Close

Deescription:

Enabled
[1 Maintenance Mode

Gereral Triggers State images
Output Info

QOutput Number: |11 Output State: |OFF

Panel Name:  Panel 1-170

Triggers tab

In the Output Triggers tab, complete any of the actions that follow:
1. Click Add to add triggers.

2. Click Remove to remove triggers.

3. Configure the Property with a Value and associate an Action that will execute when the
property state changes set to the value. (For Output, the available Property is Output.)
Select the available Values and Actions from the drop-down list as in the screenshot that

follows.

@ Bosch Intrusion Output Editor — O X
g Save and Close

Name: |Output 11

Description:

Enabled
[ Maintenance Mode
General Triggers  State images

*= Add =4 Remove

Froperty Walue Action Details Schedule
v | Output | | ~
Activate Event

Bosch Panel Area Action
Bosch Panel Door Action
Eosch Panel Output Action
Bosch Panel Point Action

4. Click Save and Close to save the configured triggers.
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State images tab
The State images displays the association of the output state images with the output states.

The associated output state image will be displayed in the Monitoring station as part of the
message when the output state change is reported.

@ Bosch Intrusion Qutput Editor - O X

E Save and Close

Name: |Output 11

Description: A

[=] Enabled
[] Maintenance Mode

General Triggers State images
State Image

Unknown

104 Editing Points

From the tree view, right-click the corresponding Point to display the Point Editor and then
click Edit to display the Point Editor, as in the screenshot that follows.

Hardware
badd = | BoschlntrusionPoint ~ -
Hardware Tree Search

4 Hardware ~
3 Digitzl Certificates
4 Bosch
4[] BOSCH Panels
s [F] Panel 1-170
> Ed Areas
[ H] Doors
[ @& Cutputs
4 ==~ Points
[ e Poiptl

b e P Edit I

The Bosch Point Editor window appears. The General tab displays the Point information. All
fields in the Point Info group box are read-only.
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g Save and Close

Name:

Description:

Enabled
[1 Maintenance Mode

General Triggers State images

Poirt Info
Point Mumber: 1 Point State: |Unknown
Area Name: | Area 1 Point Fault State: | Nomal

Panel Name: |Panel 1-170

=+ Bosch Intrusion Point Editor — O >

Triggers tab

The Point Triggers tab is as in the screenshot that follows.

=+ Bosch Intrusion Point Editor - O x
E Save and Close

Name: |Point 1

Description:

Enabled
[ Maintenance Mode
General Triggers  State images

@3 Add =, Remove

Property Value Action Details Schedule
p | Point State ~

Complete any of the actions that follow:
1. Click Add to add triggers.
2. Click Remove to remove triggers.

3. Configure the Property with a Value and associate an Action that will execute when the
property state changes set to the value. (For Point, the available properties are Point State

and Point Fault State.) Select the available Values and Actions from the drop-down list as

in the screenshot that follows.
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E Save and Close

Name: |Point 1

Deescription:

[] Enabled
[] Maintenance Mode

General Trggers  State images

=5 Add =, Remove

Property Value Action Details Schedule
p | Point Fault State | |

4. Click Save and Close to save the configured triggers.

State images tab

=+ Bosch Intrusion Point Editor — O *

The State images tab displays the association of the point state images with the point states.
The associated point state image will be displayed in the Monitoring station as part of the

message when the point state change is reported.

E Save and Close

Name: |Point 1

Description:

[~] Enabled
[] Maintenance Mode

General Triggers State images

== Bosch Intrusion Point Editor - O >

State Image
Unassigned
Short e
Open .
Nomal e
Missing et
Rx2 et
Rx3 —Set
Bypassed @
Faulted .
Unknown
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11 Configuring Panel Actions

You can configure panel actions for every entity:
- Area

- Door

-  Output

- Point

111 Configuring Panel Area Actions

The Bosch Panel Area action editor is as in the screenshot that follows.

General Triggers  State images

*= Add .4 Remove

Property alue Action Details  Schedule

» | | Bosch Panel Area Action | | Always

Area Action

Fanel: [Panel 1-170 v

Area:

Area 1
Area 2
Area 3
Area 4
Area 5
Area b
Area 7
Area 30
Area 31
Area 32

1. Select the Bosch Panel Area Action. The action item displays an editor.
Select from the drop-down list any of the panels and the areas configured in C<Cure
9000.

3. After you select the panel and the area, select from the options the action type to
associate with the action, as in the screenshot that follows.
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11.2

1.
2.

General  T1igg

s State images

*= Add =4 Remove

Property Walue

Action Details  Schedule
| | Bosch Panel Area Action |« | | Always

Area  Action

Action Type:

Am Away

Force Away Am
Disarm

Al on Instant

All on Delay

Part on Instant

Part on Delay
Force Al on Delay
Force All on Instant
Force Part on Delay
Force Part on Instant
Activate Bells
Silence Bells

Reset Sensors

If needed, configure another trigger.
Click Save and Close to save the configured triggers.

Configuring Panel Door Actions

—

The Bosch Panel Door action editor is as in the screenshot that follows.

General T1iggers  State images

*= Add =4 Remove

Property Walue Action Details  Schedule
» | | Bosch Panel Door Action |« | | Always
Door  Action
Panel: [Panel 1-170 v
Door: || |v
DOCR 1
DOCR 2
DOCR 3
DOCR 4
DOCR 5

—

1.
2.

DOOR &
DOOR 7

 EE——

Select the Bosch Panel Door Action. The action item displays an editor.
Select from the drop-down list any of the panels and the doors configured in C<Cure

9000.
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113

3. After you select the panel and the door, select from the options the action type to

associate with the action, as in the screenshot that follows.

General Triggers  State images

®= Add =4 Remove

Property

Value

Action Deetails
|Bosch Panel Door Action |~ |

Schedule
Always

Door  Action

Action Type:

Cycle
Unlock
Secure

Teminate Unlock Mode
Teminate Secure Mode

4. If needed, configure another trigger.

5.  Click Save and Close to save the configured triggers.

Configuring Panel Output Actions

The Bosch Panel Output action editor is as in the screenshot that follows.
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General Triggers  State images

*= Add =4 Remove

Property
» |

Value

Action
|Busd1Pmel0u1|:n.rmc1im

Details  Schedule

e

Output  Action

Panel: [Panel 1-170

Output. ||

Output A (1)
Output B (2)
Qutput C (3}
Qutput 11
Output 12

1. Select the Bosch Panel Output Action. The action item displays an editor.
Select from the drop-down list any of the panels and the outputs configured in C-Cure

9000.

After you select the panel and the output, select from the options the action type to

associate with the action, as in the screenshot that follows.

2019-1110.4 |

Installation and User Manual

Bosch Security Systems



Bosch C+Cure 9000 Intrusion Integration Configuring Panel Actions | en 41

General Triggers  State images
2= Add =, Remove
Property Walue Action Details  Schedule
» | |Bosch Panel Output Action |~ | Always
Output  Action
ActionType: | w
On
Off
4. If needed, configure another trigger.

5. Click Save and Close to save the configured triggers.

114 Configuring Panel Point Actions

The Bosch Output Point action editor is as in the screenshot that follows.

1. Select the Bosch Panel Point Action. The action item displays an editor.

2. Select from the drop-down list any of the panels, areas, and points configured in C<Cure
9000.
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General Triggers  State images
*= Add =4 Remove |
Property Walue Action Details ~ Schedule
N | |Busd1Pa1elPoimﬂcﬁm |Nways
Point  Action
Panel: [Panel 1-170 v]
Arez: [Area 1 v]

3. After you select the panel, area, and point, select from the options the action type to
associate with the action, as in the screenshot that follows.

General T1ggers  State images
#3 Add =. Remove |
Property Walue Action Details  Schedule
» | | Bosch Panel Paint Action | Always
Point  Action
Action Type: v
Bypass
Unbypass

4. If needed, configure another trigger.
5. Click Save and Close to save the configured triggers.
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12 Configuring Multiple Panels

You can configure multiple Bosch panels in C<Cure 9000. (Refer to chapter "Creating a Bosch
Panel" for panel configuration details.)

After you have configured multiple panels in CeCure 9000, the panels appear as in the
screenshot that follows:

F]MNew - |BOSCH Panel v -
| Hardware Tree | Search
4 Hardware
> [ Digital Certificates
4 [ Bosch
4 [F] BOSCH Panels
> ] Panel 1- 170
> [E] Panel2- 171
> [E] Panel 2- 173

You can expand the panel individually to see the entities configured under each panel.
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13 Deleting a Bosch Intrusion Panel

You can delete the panel from the C-CURE system by right-clicking the panel and selecting
Delete.

Harvare |

El ~ | BOSCH Panel v -
Hardware Tree | Search
4 Hardware
> 53 Digital Certificates
4 [ Bosch
4 [7] BOSCH Panels
i+ [F] Panel 1-p20

[ E Fanel 2 - E}’ Eit

[+ E Panel 3 - |x Delete
I [ CompanyName
I [5 Unassigned

Find in Audit Log...

Find in Journal...

Sync Panel Time
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14

14.1

14.2

Executing Commands

From Administration Workstation client application you can send commands associated with
the following entities:

Panel
Area
Point
Door
Output

Executing Panel Commands

The following panel command is available for each panel that can be sent to the hardware
panel. Right clicking on the respective Panel displays the menu as shown.

> [53 Digital Certificates

4 [ Bosch

4[] BOSCH Panels
> |!_:| Panel1-170

F] - | BOSCH Panel ~ 8 -
. Hardware Tree . Search
4 Hardware

> EI Panel E' Edit

> [ Panel K Delete
> 53 CompanyMar
> 53 Unassigned

Find in Audit Log..

Find in Journal...

| Sync Panel Time |

Executing Area Commands

The following area commands are available for each area that can be sent to the hardware
panel. Right clicking on the respective area displays the menu as shown

Arm Away

Force Arm Away
Disarm

All on Instant

All on Delay

Part on Instant

Part on Delay

Force all on Delay
Force all on Instant
Force Part on Delay
Force Part on Instant
Activate Bells
Silence Bells

Reset Sensors
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Haraware

14.3

Ed = | BoschintrusionArea e -
Hardware Tree | Search
4 Hardware

Executing Door Commands

> 53 Digital Certificates
4 [ Bosch
4 E BOSCH Panels
4 [F] Panel 1-170

4 B4 Areas
E g ;: Er  Edit
I B2 Ares| ) Delete
b E3 Area Find in Audit Log...
[ Ed Area o
Find in Journal...
> Ed Area
I B3 Areas Arm Away
b Ed Area Force Away Arm
b bl Area Disarm
b B2 Area All on Instant
" [l] Doors All on Delay
b @ Oupuis Part on Instant
[ ==~ Points
b E Panel 2- 17 Part on Delay
b D Panel 3- 17 Force All on Delay
5 CompanyName Force All on Instant
> 5 Unassigned Force Part on Delay
Force Part on Instant
Activate Bells
Silence Bells
Reset Sensors

The following door commands are available for each door that can be sent to the hardware
panel. Right clicking on the respective door displays the menu as shown.

aroware

0

Cycle

Secure

Terminate Secure Mode
Unlock

Terminate Unlock Mode

= | BoschintrusionDoor w -

A

Hardware Tree | Search

Hardware
I+ 53 Digital Certificates
4 [ Bosch
a |:| BOSCH Panels
4 [F] Panel 1-170

I B4 Areas
a []] Doors
b na
. % EE[:‘}) Edit
v [) ogX Delete
P08 Hodin AuditLog..
v [[l g Find in Journal...
v (] bg
v ([ g Cycle
I @ Qutput Secure
[ === Points Terminate Secure Mode
& [E] Panel 2-1 Unlock
b D Panel 3-1 Terminate Unlock Mode
[N = o Y.
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144 Executing Output Commands

The following output commands are available for each output that can be sent to the hardware
panel. Right clicking on the respective output displays the menu as shown.

-  On

- Off

Hardware

o ~ | BoschlntrusionOutput v -
Hardware Tree I&

4 Hardware

4 [ Bosch

I+ [3 Digital Certificates

4 [F] BOSCH Panels
4 [7] Panel 1- 170

Ll

I+ Fe Areas

[ [[| Doors

4 e QOutputs
[+ | o= Qutpr1d
[+ il Dutpl-;_> Ea
oo Outg )6 Delete
b Oup o din Audit Log..
[> @ Outp L
b e Outp Find in Journal...
I+ @ Outp On
[ @ Qutp Off

14.5 Executing Point Commands

The following point commands are available for each point that can be sent to the hardware
panel. Right clicking on the respective point displays the menu as shown.

-  Bypass

- Unbypass

- = | BoschintrusionPeoint ~ -
Hardware Tree | Search

4 Hardware A

4 [ Bosch

I+ [ Digital Certificates

4 [7] BOSCH Panels
4 [7] Panel 1- 170

I Fg Areas

[ [[| Doors

[ @ Qutputs

4 -~ Points
P Mk
[
b - Pd M Delete
b P Find in Audit Log..
o P Find in Journal...
[+ e Py
[ Bypass
[ Unbypass
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15

Start/Stop the Server Configuration Application

After you install the Bosch plugin, the Bosch Intrusion Server service will be listed under the

CCURE Extension services as in the screenshot that follows.

£¥ Server Configuration Application

Services | Server Components | Database | Settings | Backup/Restore

Framework Senvices

Stop.

Stop.

Name: CrossFire Framewark Service
Status: Running

De:
Location: C:\Pregram Files (x38)\Tyco\CrossFire
Version: 3709223051

Name: CrossFire Server Companent Framework Service
Status: Running

Description Provides Management of Server Companents in the CrossFire Framework,

AProgram Files (x86)\Tyco\CrossFire

ion Provides support for applications using the Crossfire Framework technology.

Extension Services

Name: Tyco Web Bridge
Status: Stopped

Enabled: [

Name: American Dynamics Holis Driver Service
Status: Not Licensed

Enabled:

Name: SoftwareHouse CrossFire Report Server
Status: Stopped

Enabled: [

Name: SoftwareHouse CrossFire ISTAR Driver Service
Status: Stopped

Enabled:

Name: SoftwareHouse CrossFire Import Watcher
Status: Stopped

Enabled:

Name: CrossFire GPI Service

Status: Stopped

Enabled: [_|

Name: SoftwareHouse CrossFire apC Driver Senvice
Status: Stopped

Enabled: [

Name: Bosch Intrusion Driver Seniice

Status: Runni

Description Tyco Web Bridge
CA\Program Files (x&6)\Tyco\CrossFire\ServerComponents
70.922.3051
ion Windows Service for Holis
Location: C\Program Files (x86)\Tyco\ CrossFire\ServerCompanents
Version: 17.0.922.3051
Description Windows Service for CrossFire Report Server
C\Program Files (x86)\Tyco\ CrossFire\ServerComponents
70.956.3074
ion Windows Service for iSTAR driver

C\Pragram Files (x86)\Ty<o\CrossFire\ServerCompanents
Version: 270.922.3051
Description Windows Service for CrossFire Import Watcher
Location: C\Program Files (x36)\Tyco\ CrossFire\ServerComponents
70.9223051
tion Windows Service for CrossFire GPI
Location: C:\Program Files (+86)\Tyco\CrossFire\SarvarCompanents
Version: 3.70.922.3051
Description Windows Service for apC driver
Location: C'\Program Files (x86)\Tyco\ CrossFire\ServerComponents
70.9223051
tion Windows Service for Bosch Intrusion Driver
Location: C:\Program Files (x86)\Tyco\Crossfire\ServerComponents
Version: 33.0.12

You can start the Bosch Intrusion Server service by clicking Start beside the service. You can
stop the Bosch Intrusion Server service by clicking Stop beside the service.

2019-1110.4 |

Installation and User Manual

Bosch Security Systems



Bosch C+Cure 9000 Intrusion Integration

Monitor Station Messages | en 49

16

Monitor Station Messages

The Monitoring station displays messages about the changes to the state of each entity in the
C-CURE system.

2l C.CURE 9000 - Monitoring Station

Operator  Help

&3 View Preferences
Explore :
T A ¥ = g
e (T Y2 7 EES
Date - Time Activity
Doors - - _ ~
[] Renorts 2019 3:14:22 PM /2019 3:14:20 PM) System Activity: Bosch Intrusion Driver Service started on computer "LAP TOP-COHO4ULI"
epo

Dynamic Views
E Cperators

P Manual Actions
B4 Evenis

,_u-. Maps

uD Groups

(] Elevators
Areas

E Intrusion Zones
u Guard Tours

HardwareSt... %

] Contrallers
E Inputs

fé? Outputs

ﬁ Readers

E Application 5.

Video

»

= Servers

@ Cameras

Ed Tours

Ean CCTV Switch
CCTV Camer..

=
@
By Views

IP Cameras

External App... 2

1

e

1

e

0

—Se—

—e—

Eop

L

pp Y OOO@Y HEEEEEEEEOOOEEEE

8/23/2019 31423 PM

8/23/2015 31423 PM

8/23/2015 31424 PM

8/23/2019 31424 PM

8/23/2019 31424 PM

8/23/2015 3:14:26 PM

8/23/2015 3:14:26 PM

8/23/2015 31433 PM

8/23/2015 3:1433 PM

8/23/2019 311434 PM

8/23/2019 311434 PM

8/23/2019 31435 PM

8/23/2019 3:14:35 PM

8/23/2019 3:14:36 FM

8/23/2019 31436 PM

8/23/2015 3:1437 PM

8/23/2015 3:14:37 PM

8/23/2015 31438 PM

8/23/20159 31510 PM

8/23/2019 31512 PM

8/23/2019 3:15:14 PM

8/23/2015 3:17.07 PM

8/23/2015 3:17:48 PM

8/23/2015 31816 PM

8/23/2019 31817 PM

8/23/2019 31817 PM

8/23/2019 31817 PM

8/23/2015 3:18:20 PM

8/23/2015 3:18:20 PM

8/23/2015 3:18:20 PM

8/23/20159 3:18:40 PM

8/23/2019 3:20:50 PM

8/23/2019 3:21:06 PM

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

(8/23/2015 3:15:08 PM) Bosch Intrusion: The battery state has changed to "Missing” on panel "Panel 1- 170"

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

Bosch Intrusion:

The area ‘Area 1" state has changed to Dizarmed” on panel Panel 3 - 173"
The connection state has changed to Connected' on panel "Panel 3 - 173"
The battery state has changed to ‘Missing’ on panel ‘Panel 3 - 173

The event log state has changed to 'Ok’ on panel Panel 3 - 173"

The power state has changed to "Normal” on panel Panel 3- 173"

: The connection state has changed to Connected' on panel "Panel 1- 170",

The area ‘Area 1" state has changed to "Disarmed’ on panel 'Panel 1- 170"

The area ‘Area 1" state has changed to "Disarmed’ on panel "Panel 1- 170"

: The area ‘Area 2’ state has changed to "Disarmed’ on panel 'Panel 1- 170"

The area ‘Area 3 state has changed to "Disarmed’ on panel 'Panel 1- 170"

The area ‘Area 4 state has changed to "Disarmed’ on panel 'Panel 1- 170"

: The area 'Area 5 state has changed to ‘Disarmed” on panel ‘Panel 1- 170"

The area ‘Area & state has changed to Disarmed” on panel Panel 1- 170"
The area ‘Area 7 state has changed to ‘Dizarmed” on panel ‘Panel 1- 170

The area ‘Area 30 state has changed to "Disarmed’ on panel 'Panel 1- 170"

: The area ‘Area 31" state has changed to "Disarmed” on panel Panel 1- 170"

The area ‘Area 32 state has changed to "Disarmed” on panel Panel 1- 170"

The connection state has changed to ConnectionFailed' on panel 'Panel 2 - 171"

The event log state has changed to 'Ok’ on panel Panel 1- 170"

: The power state has changed to "Nomal’ on panel "Panel 1- 170"

The area ‘Area 1" state has changed to "AlOninstantAmed’ on panel 'Panel 3- 173"

The area ‘Area 1" state has changed to "Disarmed’ on panel 'Panel 3 - 173
The output ‘Output A (1) state has changed to 'On’ on panel Panel 1- 170"

The output 'Output 117 state has changed to 'On' on panel ‘Panel 1- 170

: The point "Point 11" state has changed to 'Open’ on panel "Panel 1- 170"

The point "Paint 11" state has changed to ‘Faulted” on panel Panel 1- 170"

: The output ‘Output 11" state has changed to 'O on panel "Panel 1- 170

The point "Pairt 11" state has changed to "Nomal on panel "Panel 1- 170"
The point "Pairt 11" state has changed to "Nomal on panel "Panel 1- 170"
The output ‘Output A (1) state has changed to '0ff" on panel 'Panel 1-170".
The output "Output A (1) state has changed to 'On” on panel Panel 1- 170"

The output Output A (1) state has changed to 'Off on panel Panel 1- 170"
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16.1

Displaying Entity objects in Monitoring Station

You can configure the Monitoring Station’s Display Layout to display the intrusion entity
objects, as highlighted below in red in the Explorer Bar under Hardware Status.
Please refer to the C-CURE user manual for adding the Hardware objects.

Bl ccure
Operator  Help
& View Preferences

00 - Monitoring Station

Explorer Bar I}

Non Hardware Status

Doors

E Reports

[¥3] Dynamic Views
3 Operators

p Manual Actions
Ed Events

L{." Maps

LID Groups

m Elevators

m Areas

E Intrusion Zones
@ Guard Tours

Hardware Status

[ Controllers

_|i_ Inputs

fg Outputs

ﬁ Readers

I:I Application Servers

[E] BOSCH Panel

E2 Boschintrusionfrea

[[| BeschintrusionDoor

@~ BoschintrusionOutput

=+ BoschintrusionPoint

~
~

b3

Video

& Servers

® Cameras

B Tours

&, CCTV Switches
.‘ﬁi CCTV Cameras
@

B Views

IP Cameras

External Applications

*»

*»

Activity Viewer

9/6/2013 10:24:43 AM

9/6/2019 10:24:43 AM

Bosch Intrusion:

Bosch Intrusion

Bosch Intrusion

The battery state has changed to 'Missing’ on panel 'Panel 1- 170"

: The event log state has changed to 'Ok’ on panel "Panel 1- 170",

: The power state has changed to ‘Nomal’ on panel "Panel 1- 170"

TE23 588
| Date - Time Activity
@ 5/6/2015 10:23:41 AM Bosch Intrusion: The connection state has changed to "Disconnected” on panel "Panel 2- 171"
9/6/2019 10:23:42 AM Bosch Intrusion: The connection state has changed to ‘Disconnected”’ on panel "Panel 3- 173"
9/6/2019 10:23:43 AM Bosch Intrusion: The connection state has changed to ‘Disconnected”’ on panel "Panel 1- 170",
E 5/6/2019 10:23.45 AM System Activity: Bosch Intrusion Driver Service stopped on computer "LAPTOP-COHO4LLI"
ﬁ 5/6/2019 10:23:55 AM System Activity: Bosch Intrusion Driver Service stated on computer ‘LAPTOP-COHO4ULI".
E\ 9/6/2019 10:23.56 AM Bosch Intrusion; The area "Area 1" state has changed to "Disammed’ on panel ‘Panel 3 - 173"
5/6/2019 10:23:56 AM Bosch Intrusion: The connection state has changed to Connected’ on panel Panel 3 - 173"
9/6/2019 10:23:57 AM Bosch Intrusion: The battery state has changed to ‘Mizsing’ on panel ‘Panel 3 - 173"

9/6/2019 10:23.57 AM Bosch Intrusion: The event log state has changed to 'Ok’ on panel "Panel 2- 173

5/6/2019 10:23:57 AM Bosch Intrusion: The power state has changed to ‘Normal' on panel "Panel 3 - 173"

9/6/2019 10:23:57 AM Bosch Intrusion: The connection state has changed to Tonnected’ on panel Panel 1- 170"
E\ 9/6/2019 10:24:00 AM Bosch Intrusion: The area "Area 1" state has changed to "Disammed’ on panel "Panel 1- 170"
E\ 5/6/2019 10:24:00 AM Bosch Intrusion: The area "Area 2 state has changed to 'Disammed’ on panel "Panel 1- 170"
E\ 9/6/2019 10:24:00 AM Bosch Intrusion: The area "Area 3’ state has changed to "Disammed’ on panel ‘Panel 1- 170"
E\ 5/6/2015 10:24:00 AM Bosch Intrusion: The area "Area 4' state has changed to 'Disammed' on panel "Panel 1- 170"
E\ 9/6/2019 10:24:01 AM Bosch Intrusion: The area "Area 5’ state has changed to "Disammed’ on panel ‘Panel 1- 170"
E\ 9/6/2019 10:24.01 AM Bosch Intrusion: The area "Area €' state has changed to "Disammed’ on panel "Panel 1- 170"
E\ 9/6/2019 10:24:01 AM Bosch Intrusion: The area "Area 7 state has changed to "Disammed’ on panel ‘Panel 1- 170"
E\ 9/6/2019 10:24.01 AM Bosch Intrusion: The area "Area 30’ state has changed to ‘Disarmed’ on panel "Panel 1- 170",
E\ 9/6/2019 10:24:02 AM Bosch Intrusion: The area "Area 31 state has changed to 'Disarmed’ on panel "Panel 1- 170"
E\ 9/6/2019 10:24:02 AM Bosch Intrusion: The area "Area 32" state has changed to ‘Disarmed’ on panel "Panel 1- 170"
@ 9/6/2019 10:24:11 AM Bosch Intrusion: The connection state has changed to ConnectionFailed’ on panel "Panel 2- 171"
_

50 9/6/2019 10:25:09 AM

Bosch Intrusion:

The output ‘Output B (2)' state has changed to 'On’ on panel "Panel 3- 173"
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16.2 Executing Entity Operations from Monitoring Station

There are two ways to execute entity operations from Monitoring Station:

1. Clicking any intrusion entity object in the Explorer Bar under Hardware Status.

2. Selecting and right-clicking the monitoring station message displays the operation menu
based on the entity object.

Operation via Explorer Bar
Click the appropriate entity to display the list of all of that entity configured in C-CURE
system. Right-click the entity to display the operations for that entity.

Entity Screenshot
Panel ] Status List - BOSCH Panel - o X
6&%%70{)& Count: 3

Drag columns to group by here

Name Description

| Panel 2-171 Panel 2-10.226.131.171
Panel 3-173 Panel 3-173
9 Paneli_i70 Panel 110726 171 170

X Delete
C»

Export selection...

Find in Audit Log...

Find in Journal...

Sync Panel Time
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Entity Screenshot
Area B4 Status List - BoschintrusionArea - O X
6& S g Y Cg}ﬁ Count: 21
Drag columns to group by here
Name Description T‘
Area 1
Area 2
Area 3
Area 4
O ie—
heg| & Edit
Area x Delete
Area| % Export selection...
Area Find in Audit Log...
Area Find in Journal...
Area .
Disarm
Area
All on Instant
Area
All on Delay
Area
Part on Instant
Area
Part on Delay
Area

Force All on Delay
Area v
Force All on Instant

Force Part on Delay

Force Part on Instant

Activate Bells

Silence Bells

Reset Sensors

Door [l status List - BoschintrusionDoor - O X
665% YO{)Q Count: 7
Drag columns to group by here
Name Description
COOR 1
DOOR 2
DOOR 3
DOOR 4
:W’ E  Edit _
COOR|
DOOR| K Delete

%  Export selection...

Find in Audit Log...

Find in Journal...

Cycle

Secure

Terminate Secure Mode
Unlock

Terminate Unlock Mode
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Entity Screenshot
OUtpUt @ Status List - BoschintrusiocnOutput O x
66 s @ ' O@'ﬁ Count: 193
Drag columns to group by here
Name Description T‘
Output A (1)
Output B (2)
Output C (3)
Qutput 11
Output { = Edit
Output | X Delete
Output | % Export selection...
Output Find in Audit Log...
Output Find in Journal...
Qutput
Output On
Clutput il
Output 22
Qutput 23
Output 24
Output 25 v
Point =+ Status List - BoschIntrusionPoint O x
60 g @ Y O{/‘Q Count: 216
Drag columns to group by here
MName Description T‘
Point 1
Point 2
Paint 3
Paint 4
Point 5
Point &
Paint 7
4 - [
Pair
Poir x Delete
Foir Y Export selection...
Pair] Find in Audit Log...
Pair] Find in Journal...
Pain Bypass
Pai Unbypass
Point™r7
Point 18 w
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Operation via Monitor Station Message
Select and right-click the monitoring station message to display the operation menu based on
the entity object. Refer to the table that follows for examples.

Entity Screenshot

Area operations E 9/6/2019 10:24:00 AM Bosch Intrusion: The area "Area 2 state has changed to "Disamed’ on panel ‘Panel 1-170°
E\ 5/6/2019 10:24.00 AM Bosch Intrusion: The area "Area 3 state has changed to "Disammed’ on panel Panel 1- 170"
E\ 5/6/2019 10:24:00 AM Bosch Intrusion: The area "Area 4' state has changed to "Disammed’ on panel Panel 1- 170"
E\ 5/6/2019 10:24:01 AM Bosch Intrusion: The area "Area 5 state has changed to "Disarmed’ on panel Panel 1- 170"
E\ 5/6/2019 10:24:01 AM Bosch Intrusion: The area "Area &' state has changed to "Disammed’ on panel Panel 1- 170"
E\ 5/6/2019 10:24:01 AM Bosch Intrusion: The area "Area 7 state has changed to "Disarmed’ on panel Panel 1- 170"
E\ 2019 10:24:01 AM Bosch Intrusion: ‘Prea 30 state has changed to
E\ 5/6/2019 10:24:02 AM Bosch Intrusion: The area "Area 31" state has changed to Dj 3 ;:;E
E\ 9/6/2019 10:24:02 AM Bosch Intrusion: The area Area 32 state has changedto | [, Export selection...

%)

5/6/2019 10:24:11 AM Bosch Intrusion: The connection state has changed to Coni Find in Audit Log..

Find in Journal...
5/6/2019 10:24:43 AM Bosch Intrusion: The battery state has changed to "Missing”
Disarm
5/6/2019 10:24:43 AM Bosch Intrusion: The event log state has changed to 'Ok o
All on Instant
5/6/2019 10:24:43 AM Bosch Intrusion: The power state has changed to Nomal' o All on Delay

Part on Instant

50 9/6/2019 10:25:09 AM Bosch Intrusion: The output 'Output B (2) state has changeq
Part on Delay
Force All on Delay
Force All on Instant
Force Part on Delay
Force Part en Instant
Activate Bells
Silence Bells
Reset Sensors
.
output Operatlons @9/6/2019 10:24:11 AM Bosch Intrusion: The connection state has changed to ‘ConnectionFailed' on panel Panel 2 - 171"

9/6/2015 10:24:43 AM Bosch Intrusion: The battery state has changed to "Missing’ on panel "Panel 1- 170"

9/6/2015 10:24:43 AM Bosch Intrusion: The event log state has changed to 'Ok’ on panel Panel 1- 170",

9/6/2019 10:24:43 AM Bosch Intrusion: The power state has changed to ‘Normal’ on panel "Panel 1- 170"

E=EN 9/6/2013 10:25:09 AM Bosch Intrusion: The output ‘Output B (2) state has changed to 'On' on panel "Panel 3 - 17

B Edit

X Delete

s Export selection...
Find in Audit Log...
Find in Journal...

On
Off
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17 Troubleshooting

Panel Integration

Can the Panel object be successfully created in Ce.CURE?

Does the customer network block ping requests?

If we ping the IP address of the panel do we get a response?

Can the panel entities be imported in C<CURE?

Does sending the panel command work from RPS or panel keypad?

Does the panel action tied to an event appear as activated in C<CURE’s Monitoring
Station application?

Alarm Notifications

o0k wNR

— If alarms notifications or actions for alarms are not working, then:
1. Stop the Bosch Intrusion Driver Service from the Server Configuration application.
2. Start the Bosch Intrusion Driver Service from the Server Configuration application.
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Uninstallation

Uninstallation Steps

—  Close the running C-CURE Administration Workstation application and C<CURE
Monitoring Station application.

—  Stop all Crossfire services and the Bosch Driver Service from C-CURE Server
Configuration application.

—  Close the C<CURE Server Configuration application.

- Navigate to Control Panel > Programs > Programs and Features and click the Bosch
Plug-in as shown below.

[@ Programs and Festures — a

« ~ 4 [ » ControlPanel » Programs » Programs and Features v @ | Search Programs and Features )

Control Panel Home .
Uninstall or change a program

View installed updates To uninstall a pregram, select it from the list and then click Uninstall, Change, or Repair.
) Turn Windows features on or
off Organize = = @
Name Publisher Installed On ~ Size Versien ~
8'Bosch C-Cure 9000 Video And Intrusion Plug-in Bosch Security Systems 10/22/2019 14TMB 3302
—  Click Change.

—  Click Next to uninstall the Bosch Plug-in.

‘E Bosch C-Cure 3000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard *

Welcome to the InstallShield Wizard for Bosch
C-Cure 9000 Video And Intrusion Plug-in

The InstallShield(R) Wizard will allow you to modify or remove
Bosch C-Cure 9000 Video And Intrusion Plug-in. To continue,
dlick Next.

—  Select Remove and click Next.

2019-1110.4 |
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ﬁ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard

Program Maintenance

Modify, repair, or remowve the program.

(O Medify

Change which program features are installed. This option displays the
ﬁ Custom Selection dialog in which you can change the way features are
installed.

@ Remove

= Remowve Bosch C-Cure 9000 Video And Intrusion Plug-n from your
computer.

InstallShield

—  Click OK to stop the C-CURE services, if they are in operation.

ﬁ Bosch C-Cure 2000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard

This program will shut down any CCure 9000 services that are running.
Please dick OK to continue, or Cancel to end the program.

InstallShield

Cance

Note that by default, the option Remove Bosch setting from database will be unchecked to

retain the Bosch database entries.

In order to remove the Bosch database entries, check the Remove Bosch setting from

database check box and then click Remove. Otherwise, simply click Remove.

Bosch Security Systems
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ﬁ Bosch C-Cure 9000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard X

Remove the Program

‘fou have chosen to remove the program from your system.

Click Remove to remove Bosch C-Cure 9000 Video And Intrusion Plug-n from your
computer, After removal, this program will no longer be available for use.

If you want to review or change any settings, dick Back,

[ Remove Bosch settings from database
Installshield

| < Back || QRemmre || Cancel

—  Click Finish to exit the uninstall process.

ﬂ Bosch C-Cure 83000 Video And Intrusion Plug-in 3.3.0.12 - InstallShield Wizard *

Installshield Wizard Completed

The InstallShield Wizard has successfully uninstalled Bosch
C-Cure 3000 Video And Intrusion Plug-n, Click Finish to exit the
wizard,

[ ] Show the Windows Installer log
[[] 5tart the C-CURE 9000 Services

2019-11 0.4 | Installation and User Manual Bosch Security Systems












Bosch Sicherheitssysteme GmbH

Robert-Bosch-Ring 5

85630 Grasbrunn

Germany

www.boschsecurity.com

© Bosch Sicherheitssysteme GmbH, 2019

Bosch Security Systems, Inc
1706 Hempstead Road
Lancaster, PA, 17601

USA




	 Table of contents
	1 Support
	1.1 Bosch Contact Information
	1.2 Software House Contact Information

	2 Introduction
	3 Limitations
	4 Installation
	5 Overview
	6 Creating a Bosch Panel
	7 Importing Panel Data
	7.1 Entities
	7.2 Outputs
	7.3 Triggers
	7.4 State Images

	8 Saving Panel Data
	9 Editing a Bosch Intrusion Panel
	10 Editing Bosch Entities
	10.1 Editing Areas
	10.2 Editing Doors
	10.3 Editing Outputs
	10.4 Editing Points

	11 Configuring Panel Actions
	11.1 Configuring Panel Area Actions
	11.2 Configuring Panel Door Actions
	11.3 Configuring Panel Output Actions
	11.4 Configuring Panel Point Actions

	12 Configuring Multiple Panels
	13 Deleting a Bosch Intrusion Panel
	14 Executing Commands
	14.1 Executing Panel Commands
	14.2 Executing Area Commands
	14.3 Executing Door Commands
	14.4 Executing Output Commands
	14.5 Executing Point Commands

	15 Start/Stop the Server Configuration Application
	16 Monitor Station Messages
	16.1 Displaying Entity objects in Monitoring Station
	16.2 Executing Entity Operations from Monitoring Station

	17 Troubleshooting
	18 Uninstallation



